Networked control has enabled significant development in a

number of industrial fields such as robotics and smart grids,
while more connectivity has led to an increase of cyber-attack
vulnerabilities. This session intends to collect theoretical
investigations or experimental results on security problems in
control systems and remedies. The topics may include privacy
and security issues in the network layer of control systems or
interconnected systems, attack strategies and mitigations, and

encryption-based methods.
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